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Amazon EC2 Service Microsoft Azure Service
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Existing Efforts

• Recommending truly independent redundancy 
services when deploying applications
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App Provider Recommender

Goal & Insight

Assessing independence by the # of 
overlapping components between clouds
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• Can we provide stronger privacy preservation?
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• Will the clouds behave honestly?

• Can we make iRec more scalable?

• How do we evaluate iRec with realistic cloud 
dependency datasets? 
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Thanks!

Questions?


